ANNEX 9

PRIVACY STATEMENT

for processing of personal data related to FPA/grants

The Data Controller is the Head of the Post Return Unit in Frontex.

Upon reception of grant applications, the personal data included in the applications is collected and further processed for the purpose of grant procedure, and in particular for:

* Evaluation of proposals with a view to award FPAs/grants.
* Evaluation of factsheets and financial/operational reports for the purpose of progress monitoring and final acceptance of projects with a view to make payment to the grant beneficiary.
* Communication with persons responsible for the proposal.
* Signing of the grant agreement by legal representatives.

The data is received from the organizations applying for the FPAs/grants. The applying organizations are expected to gain permission for processing personal data of any individual whose data is included in the application in line with the national law of the applicant. The following categories of personal data are being collected by Frontex:

* Name and surname
* Function
* Contact details (e-mail address, business telephone number, postal address, institution and department, country of residence)
* Education and experience of experts in the subject matter of proposed project who are also members of the project team, and of other key staff involved in the project implementation in form of CVs

The legal basis for the processing personal data is the Regulation (EU) 2018/1725 of 23 October 2018 on protection of natural person with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002/EC. The legal basis confirming the lawfulness of the data processing operations under this call for proposals are Regulation (EU, Euratom) 2018/1046 of the European Parliament and of the Council of 18 July 2018 on the financial rules applicable to the general budget of the Union, amending Regulations (EU) No 1296/2013, (EU) No 1301/2013, (EU) No 1303/2013, (EU) No 1304/2013, (EU) No 1309/2013, (EU) No 1316/2013, (EU) No 223/2014, (EU) No 283/2014, and Decision No 541/2014/EU and repealing Regulation (EU, Euratom) No 966/2012,1 (hereafter "the Financial Regulation") in particular Articles 180-200 for the grant application, and Regulation (EU) 2016/1624 of 14 September 2016 on the European Border and Coast Guard (OJ L 251, 16.9.2016, p. 1) and its Article 48 (1)(a)(i) and (iv).

Recipients of the data are members of the Evaluation Committee (nominated Frontex staff), experts in charge of monitoring and evaluation of reports (experts from the Frontex External Experts Data Bases) and actors involved in the relevant financial transactions (Frontex staff). No international data transfer will take place. Frontex guarantees that the information collected is processed and/or accessed:

* only by the members of its staff who are responsible of the corresponding operations,
* only for the purpose for which the data were collected, and 1 OJ L 193 of 30.7.2018, p.1 <https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2016.119.01.0001.01.ENG>
* only during the time needed to complete the processing operations.

All files are kept for five years from the date of Frontex budget discharge. You have the right to access, rectify or erase or restrict the processing of your personal data or, where applicable, the right to object to processing or the right to data portability in line with Regulation (EU) 2018/1725.

Data subjects have the right to access and correct their data, provided they submit a written request addressed to the Data Controller (HoU.POST@frontex.europa.eu). When exercising this right, please refer to the project and call for proposals related to it, if possible.

Data subjects may at any time consult Frontex Data Protection Officer (dataprotectionoffice@frontex.europa.eu).

You have the right to lodge a complaint to the European Data Protection Supervisor at edps@edps.europa.eu.

Personal data will not be transferred to third countries or international organisations. No automated decision-making process nor profiling of data subjects will be carried out.